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The state of IP NGN

With MPLS VPN already receiving acclaim from the industry, IP NGN is poised to make its presence felt in the enterprise segment to begin with and, down the line, with SMBs. By Pratap Vikram Singh - 13 October 2008 
It seems the word ‘convergence’ will continue to be articulated by technology pundits with new, integrated and complex technologies evolving at a much faster pace. NGN, being no exception, is a convergence model, which delivers data, voice and video applications on a single platform. 

Video conferencing, IP telephony, high definition video, video on demand, inter alia, on a packet switched network are pretty much taken for granted today. Interestingly, the CAPEX and OPEX involved in establishing and running a next generation network is supposed to be lower than is the case of existing legacy networks. 

However, as each application run on an IP-based network, an NGN faces security threats that a conventional network probably would not have faced. No doubt, security solutions are also being offered by various players to let organizations handle security threats.

Status of NGN

A couple of years back, telecommunication services provided on an IP-based network were not taken seriously. Companies were apprehensive and reluctant to embrace a new technology that was still evolving. However, the scene has changed with triple play and quad play services being accepted by large and medium businesses.

According to Kamlesh Bhatia, Senior Research analyst, Gartner India, “The current adoption status of NGN is not encouraging at the access level but it is modest at the transport or backhaul level.” 

Commenting on the verticals which have shown interest in this evolving technology, Manoj Kanodia, Director, Sales, BT India, said, “NGN is going well with manufacturing and BFSI. With the availability of 3G, which will add to the Quality of Service levels and speed, NGN will manifest the full extent of its capabilities.”

Cisco’s, Vice President for Service Provider - System Engineering, India & SAARC, Chandan Mendiratta, said, “A proliferation of new data, voice, and video applications are reaching a broad user base with increasingly sophisticated needs and heightened expectations. Today, Cisco is working with service providers across wireline, cable, and mobile segments that are deploying our IP NGN architecture. We have developed a suite of service offerings that address the complete network lifecycle. Cisco services offer unique capabilities by bringing people, processes, tools, and partners together to help customers smoothly transition to and optimize IP NGN effectiveness.” 

With data centers located centrally, you can make different applications available at all centers through a NGN, Kanodia said.

Sanjay Virnave, President, Sales, Tulip Telecom, said, “Any technology, process or platform which helps a company take quick decisions, respond to the market faster and save on resources will surely have high adoption rates. The latest communication and collaboration solutions help companies do exactly that by stitching together the benefits of data, voice, and video all into a singular module.”

Copper or Fiber 

Although IP NGN can run using copper wire, but to deliver advanced level applications such as multimedia, high definition video, video on demand, video conferencing in real time run better on fiber optic cables. Many countries in West have already deployed fiber optic connectivity not only to companies but also to the doorsteps of end users. [Fiber to every office building is a fact in the big cities even in India thanks to the frenzied buildup of network infrastructure by Reliance and others a few years back, but fiber to the home is a different matter. - Editor]

Bhatia said, “NGN may not require a separate infrastructure, although some countries have gone fiber optic cable to every home. With support of these cables, you can deliver various services, which you cannot effectively deliver on copper.”

BT India propagates standard methodology for establishing and then operating IP NGN networks. It is been done in phases namely consolidation phase, converged or transformation phase and extended phase. 

	Security in NGN

	In an IP NGN architecture, security is fundamental to a service provider’s ability to protect the infrastructure, deliver services in a manner that complies with specific service levels, and control its business. Security is resident in all four layers of the IP NGN architecture. 

In the operational layer, security spans the entire IP NGN architecture, protecting a service throughout the network to maintain service availability in the event of an attack. In the network layer, security is built into the foundation of the infrastructure and its hardware and operating systems to secure the transport of services. In the service layer, security plays a role in creating services and service features to generate revenue and service differentiation. In the application layer, security is resident in the applications themselves and in the links to the service layer to secure the integrity of the applications as they interface with the network. 

The intelligent operational layer operates through and helps connect the three IP NGN convergence layers – network, service, and application – and makes intra-network and inter-network communications as efficient and productive as possible. Intelligent networking simplifies the operation of an IP NGN by making it more resilient, integrated, and adaptive. 
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Barriers exist

Bhatia pointed out that VoIP is still perceived as a disruptive technology in India. Since VoIP charges are extremely low when compared with those of basic fixed line and cellular operators, it is quite likely to reduce the ARPU of the carriers (telecom service providers). [Quality on VoIP can be inferior to that of PSTN unless sufficient bandwidth is allocated in which case the costs would equalize largely, particularly in light of the plummeting telecom end-user pricing that we are seeing. - Ed]

Bhatia dubbed the approach being followed in India in this case as a ‘protectionist approach’, saving carriers from inducting new technology, which is in the public interest.

According to Virnave, telcos face a range of challenges for regulators due to implications of technical differences between circuit switched (CS) and packet switched (PS) transmission. “The first and obvious challenge arises from new ever-evolving technology of IP (Internet Protocol), which is based on packet switching. On the other hand, the current regulatory principles and practices are closely related to a circuit switched (CS) environment. This is where newer networks like Tulip’s are fully geared to offer full IP NGN features.”

“Another challenge comes from the fact that NGN is more than a new technology applied to existing legacy networks. It represents a paradigm shift where the communication services market becomes heavily integrated with information society services,” Virnave added.

	Levels of convergence in IP NGN

	Convergence is central to IP NGN, and it occurs in three fundamental ways: application convergence, service convergence, and network convergence.

	Application Convergence
	Carriers can integrate new IP data, voice, and video applications over a single broadband infrastructure for increased profitability. Application convergence opens the doors to "all-media services" such as videoconferencing, which is effectively a new service being not simply voice, video, or data, but an integration of all three. This and other innovative value-added services can be delivered over any broadband connection. Service providers will have a range of new possibilities for revenue and portfolio differentiation.

	Service Convergence
	The Cisco IP NGN makes a service available to end users across any access network. For example, a service available in the office can be available over a wireless LAN, a broadband connection, or a cellular network. All these access networks can transfer the service and the state of connection transparently as the user roams, using the most efficient and cost-effective means possible. This kind of service agility creates a stronger relationship between the carrier and end user and can help increase customer retention.

	Network Convergence
	Creating a converged network is a goal that many carriers are already pursuing through their efforts to eliminate multiple service-specific networks or to reduce multiple layers within a network. A many services, one network model, in which a single network can support all existing and new services, will dramatically reduce the total cost of ownership for service providers.

	Different service providers will prioritize the layers of convergence in different ways. For example, many mobile operators focus on service convergence, whereas cable operators target their efforts at application convergence so they can deliver video, data, and voice services over a single connection. 
However convergence is prioritized, one factor makes the transition to IP NGN an imperative for a service provider's business success. Quite simply, service providers need to increase revenue and profit while reducing cost of service delivery to create sustainable profitability. They can do this by offering customer-centric services. These services require an intelligent infrastructure, which service providers must begin building now to keep pace with demand.


Security issues

According to Kanodia, “NGN allows to centralize security system. In addition, it also allows a separation of the organizations network from the outside network and hence virtually mitigates the external security threat. The solutions for NGN include Internet gateways, firewalls, provision of encrypted data, inter alia.”

Viewing security aspect as critical for the NGN, Virnave said, “With the rise in levels of cyber criminals’ blended threat attacks as well as the adoption of bandwidth-hungry applications such as next generation Web 2.0, VoIP and IPTV applications, the enterprises and service providers are implementing significantly higher performance security products that can scale to meet current and future demands.”

Service bundling and a “Converged Regulatory Approach”

Bhatia proposed that the anticipated decline in ARPU in the telecom industry in voice services would be compensated by advanced services that will be offered by carriers.

According to him, NGN will enable operators to bundle various services and explore opportunities to grow ARPU. The combination of IP-based services, including broadband VoD, HDTV, and Fixed-Mobile Convergence (FMC) will also allow operators to develop an effective competitive strategy based on service innovation and customer experience.

He articulated the emergence of a “Converged Regulator Approach” and said, “The convergence aspect of NGN will benefit from a converged regulatory approach across IT, telecom and broadcasting like a single technology-neutral, service-agnostic license (one license, one network, for all services).” 

